Práctica 2

Ejercicio 1.

Cifre el mensaje ''SABER Y SABERLO DEMOSTRAR ES VALER DOS VECES''  mediante un criptograma de Hill trigrámico con la palabra clave ''REVOLUTIO''.

Multiplicamos la matriz de cifrado por cada uno de los trigramas:

A={{18,4,22},{15,11,21},{20,8,15}}

A={{R,E,V},{O,L,U},{T,I,O}}

Mod[A.{19,0,1},27]

{13,9,17}

Mod[A.{4,18,25},27]

{19,0,5}

Mod[A.{19,0,1},27]

{13,9,17}

Mod[A.{4,18,11},27]

{8,3,11}

Mod[A.{15,3,4},27]

{19,18,6}

Mod[A.{12,15,19},27]

{19,15,24}

Mod[A.{20,18,0},27]

{0,12,4}

Mod[A.{18,4,19},27]

{2,11,2}

Mod[A.{22,0,11},27]

{17,21,11}

Mod[A.{4,18,3},27]

{21,24,26}

Mod[A.{15,19,22},27]

{20,5,26}

Mod[A.{4,2,4},27]

{6,4,21}

Mod[A.{19,24,24},27]

{21,0,14}

Y nos da el siguiente resultado:

N J Q S A F N J Q I D L S R G S O X A M E C L C Q U L U X Z T F Z G E U U A Ñ

**Descifre el mensaje ''SXLEWVNKCOMX'' que ha sido cifrado con un cifrado de Hill trigrámico y con palabra clave ''BARCELONA''.**

Hacemos la inversa de la clave de cifrado para sacar la clave de descifrado y la multiplicamos por cada trigrama.

A = {{1,0,18},{2,4,11},{15,13,0}}

A = {{B,A,R},{C,E,L},{O,N,A}}

MatrixForm[B=Inverse[A,Modulus27]]

![](data:image/x-wmf;base64,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)

Clave descifrado = S R J D A Y T Ñ E

Mod[B.{19,24,11},27]

{1,8,4}

Mod[B.{4,23,22},27]

{13,22,4}

Mod[B.{13,10,2},27]

{13,8,3}

Mod[B.{15,12,24},27]

{15,24,24}

Y nos da el siguiente resultado:

1 8 4 13 22 4 13 8 3 15 24 24

B I E N V E N I D O X X

Ejercicio 2.

En este archivo se muestra un texto en claro y el texto cifrado correspondiente. Sabiendo que ha sido encriptado con un cifrado de Hill trigrámico encuentre la clave.

Texto en claro: PIENSOLUEGOEXISTOX

Texto cifrado: UWWVZAENCSDNGMJJNY

B={{16,8,4,21,23,23},{13,19,15,22,26,0},{11,21,4,4,13,2},{6,15,4,19,3,13},{24,8,19,6,12,9},{20,15,24,9,13,25}}

PowerMod[16,-1,27]

22

Mod[22\*13,27]

Mod[22\*11,27]

Mod[22\*6,27]

Mod[22\*24,27]

Mod[22\*20,27]

16

26

24

15

8

c= Mod[{{16,8,4,21,23,23},{13,19,15,22,26,0}-16{16,8,4,21,23,23},{11,21,4,4,13,2}-26{16,8,4,21,23,23},{6,15,4,19,3,13}-24{16,8,4,21,23,23},{24,8,19,6,12,9}-15{16,8,4,21,23,23},{20,15,24,9,13,25}-8{16,8,4,21,23,23}},27]

{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,2,8,25,9,25},{0,12,16,1,18,1},{0,23,13,15,18,15},{0,5,19,3,18,3}}

PowerMod[26,-1,27]

26

Mod[26\*2,27]

Mod[26\*12,27]

Mod[26\*23,27]

Mod[26\*5,27]

25

15

4

22

e=Mod[{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,2,8,25,9,25}-25{0,26,5,10,9,10},{0,12,16,1,18,1}-15{0,26,5,10,9,10},{0,23,13,15,18,15}-4{0,26,5,10,9,10},{0,5,19,3,18,3}-22{0,26,5,10,9,10}},27]

{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,0,18,18,0,18},{0,0,22,13,18,13},{0,0,20,2,9,2},{0,0,17,26,9,26}}

PowerMod[18,-1,27]

PowerMod::ninv: \[NoBreak]18\[NoBreak] is not invertible modulo \[NoBreak]27\[NoBreak]. [](http://reference.wolfram.com/mathematica/ref/message/PowerMod/ninv.html)

PowerMod[18,-1,27]

f=Mod[{{16,8,4,21,23,23},{0,26,5,10,9,10},3{0,0,18,18,0,18},{0,0,22,13,18,13},{0,0,20,2,9,2},{0,0,17,26,9,26}},27]

{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,0,0,0,0,0},{0,0,22,13,18,13},{0,0,20,2,9,2},{0,0,17,26,9,26}}

Cambio 3º fila por 6º

{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,0,17,26,9,26},{0,0,22,13,18,13},{0,0,20,2,9,2},{0,0,0,0,0,0}}

PowerMod[17,-1,27]

8

Mod[8\*22,27]

Mod[8\*20,27]

14

25

f=Mod[{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,0,17,26,9,26},{0,0,22,13,18,13}-14{0,0,17,26,9,26},{0,0,20,2,9,2}-25{0,0,17,26,9,26},{0,0,0,0,0,0}},27]

{{16,8,4,21,23,23},{0,26,5,10,9,10},{0,0,17,26,9,26},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}}

PowerMod[26,-1,27]

PowerMod[17,-1,27]

26

8

Mod[26\*8,27]

Mod[8\*5,27]

19

13

Mod[{{16,8,4,21,23,23}-19{0,26,5,10,9,10},{0,26,5,10,9,10}-13{0,0,17,26,9,26},{0,0,17,26,9,26},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}},27]

{{16,0,17,20,14,22},{0,26,0,23,0,23},{0,0,17,26,9,26},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}}

PowerMod[17,-1,27]

8

Mod[8\*17,27]

1

Mod[{{16,0,17,20,14,22}-{0,0,17,26,9,26},{0,26,0,23,0,23},{0,0,17,26,9,26},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}},27]

{{16,0,0,21,5,23},{0,26,0,23,0,23},{0,0,17,26,9,26},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}}

PowerMod[16,-1,27]

PowerMod[26,-1,27]

PowerMod[17,-1,27]

22

26

8

Mod[{22{16,0,0,21,5,23},26{0,26,0,23,0,23},8{0,0,17,26,9,26},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}},27]

{{1,0,0,3,2,20},{0,1,0,4,0,4},{0,0,1,19,18,19},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}}

MatrixForm[{{1,0,0,3,2,20},{0,1,0,4,0,4},{0,0,1,19,18,19},{0,0,0,0,0,0},{0,0,0,0,0,0},{0,0,0,0,0,0}}]

{{1, 0, 0, 3, 2, 20},

{0, 1, 0, 4, 0, 4},

{0, 0, 1, 19, 18, 19},

{0, 0, 0, 0, 0, 0},

{0, 0, 0, 0, 0, 0},

{0, 0, 0, 0, 0, 0}}

Al final como podemos ver la clave convertida a letras sería :

D C T

E A E

S R S

DESCARTES

Ejercicio 2.

**Descifre mediante la técnica de análisis de frecuencias (de digramas) el siguiente mensaje que ha sido cifrado por el cifrado de Playfair.**

EPVRNKVFCGMFHAMTCYSGMIFCZUMUFMTSRMEUMIFUPHMGIGDNQEETGSETUZLDMSFIRPCPESGYSCMUUNSFCWPCLUPEDUEPQPCYBCFRGARFYKBDPETOMEESFIHDGSLUCSGSZUUPDPFUBDUFPCCTSGPIDTRUHASELDNTEPBMRMHCABCTSGPIEMIGPEIFIETOSFSEFIDTBMETIAMESDGV

He sacado las frecuencias de los digramas del texto

Digrama Análisis de <Sin nombre1>. Tamaño del archivo 208 bytes.

Ordenados descendentemente por frecuencia.

Nº Subcadena Frequencia (en %) Frecuencia

1 ET 2.4155 5

2 SG 2.4155 5

3 FI 1.9324 4

4 ME 1.9324 4

5 PC 1.9324 4

6 PE 1.9324 4

7 SF 1.9324 4

8 EP 1.4493 3

9 ES 1.4493 3

10 FC 1.4493 3

11 GP 1.4493 3

12 GS 1.4493 3

13 IF 1.4493 3

14 MI 1.4493 3

15 SE 1.4493 3

16 TS 1.4493 3

17 UP 1.4493 3

18 AM 0.9662 2

19 BC 0.9662 2

20 BD 0.9662 2

21 BM 0.9662 2

22 CT 0.9662 2

23 CY 0.9662 2

24 DG 0.9662 2

25 DN 0.9662 2

26 DP 0.9662 2

Los he comparado y sustituido con los digramas mas frecuentes en español

DE

ES

EN

OS

AD

TE

IN

ER

AS

EL

SE

OR

RE

NT

ST

RA

AR

DA

RO

NE

ED

LE

SA

SO

NI

ET

TN

TS

Pero no he conseguido sacar el texto como se puede ver en esta prueba:

ER VRNKV EL GMFHAMTCY ES NT EL ZUMUFM RA R OS UM RE AR HMGIG NI QE DE OR DE UZLDMS EN R AD TE ES YSCMUUN IN CW AD LU TE DU ER Q AD YBCFRGARFYKB ET DE O OS AS EN HD OR LUC ES SZUUP ET FUBDUF AD LE ES PIDTRUHASEL NI T ER BMRMHCABCTS SE IE NT G TE I EN DE O IN ST EN DTBM DE IAM AS DGV